
TIME

8:00-8:05

8:10-8:55

9:00-9:45

9:45-10:00

Conference Room A Conference Room B Conference C Cumberland Conference Room

Tailored Trustworthy Spaces Moving Target & Designed-In-Security
Cyber Economic Incentives & 

Science of Security
DHS TTP Program

Chair: Travis Atkison, Louisiana Tech 
University

Chair: Mark Pleszkoch, ORNL Chair: Jeff Nichols, ORNL Chair: Michael Pozmantier

10:00-10:30

Dimensional Transformation Scheme for 
Power Grid Cyber Event Detection, 

Nathan Wallace, Stanislav Ponomarev, 
Travis Atkison

Towards Trust-Based Recommender 
Systems for Online Software Services, 
Lahiru Gallege, Dimuthu Gamage, 

James Hill, Rajeev Raje

Towards Realizing Self-protecting 
SCADA Systems, Qian Chen,  Sherif 

Abdelwahed

Presentation & Demonstration 
SCREAM:  Scalable Real-time 

Enterprise Asset Monitoring                                              
James Black, ORNL                                             

10:35-11:05
Wi-Fi for Classified and High Security 

Environments,                                                      
Jon Green, CTO Aruba Networks

An Adaptive Approach for Active 
Multi-factor Authentication in an 
Identity Eco-Systems, Abhijit Nag, 

Dipankar Dasgupta

Cyber-Security Analysis of Smart 
Grid SCADA Systems with Game 

Models, Rattikorn Hewett, 
Sudeeptha Rudrapattana, 
Phongphun Kijsanayothin

Presentation & Demonstration 
NeMS:Network Characterization 

and Discovery Tool                                                                                 
Celeste Matarazzo,  LLNL                                             

11:10-11:40

Towards Modeling the Behavior of 
Static Code Analysis Tools, Lakshmi 

Manohar,  Rao Velicheti, Dennis Feiock, 
T. Manjula Peiris, Rajeev Raje, James Hill

An Initial Framework for Evolving 
Computer Configurations as a Moving 
Target Defense, Brian Lucas, Errin Fulp, 

David John, Daniel Canas

Location-based Device Grouping 
for Function Restriction, Liang Kong 

Gavin Bauer, John Hale

Presentations & Demonstrations                                                  
Hyperion:Detecting Vulnerabilities 

and Sleeper Code, analyzing 
malware, and assuring software               

Richard Willems, ORNL

11:45-12:15

Detection of SSH Host Spoofing in 
Control Systems Through Network 

Telemetry Analysis, Stanislav 
Ponomarev, Nathan Wallace, Travis 

Atkison

A Model for Analyzing the Effect of 
Moving Target Defenses on Enterprise 

Networks, Rui Zhuang, Scott A. 
Deloach, Xinming Ou

12:15-12:45

12:45-1:25

1:30-2:15

2:15-2:30

2:45

Break

Working Lunch (Open Research, Collaboration, & Teaming Discussions)

Plenary Speaker: Nate Lesser, Deputy Director, National Cybersecurity Center of Excellence, NIST 

Plenary Speaker: "Out of the Box" Kevin Kerr, CISO, Oak Ridge National Laboratory

Closing Remarks and Conference Ends

Transportation to Doubletree Hotel and the Comfort Inn 

Transportation Provided from Doubletree Hotel and the Comfort Inn to ORNL (Departing at 7:00am)
Badges will be available upon arrival at the conference center.

Continental Breakfast-Networking, Collaboration & Teaming open at 7:15am

Conference Sessions Start

Plenary Keynote Speaker:  Gregory Akers, Senior Vice President of Advanced Security Initiatives and Chief Technology Officer TRIAD Group, Cisco

Plenary Speaker:  Jonathan J. Burns, FBI Quantico Laboratory "Automating Malware Analysis" with BACSS/Malware Investigator
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